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COPYRIGHEI2018 Hangzhou Hikvision Digital Technology Co., Ltd.

ALL RIGHTS RESERVED.

Any and all information, including, among others, wordings, pictures, graphs are the properties of
Hangzhou Hikvision Digitalechnology Co., Ltdor its subsidiaries(hereinafter referred to be
G A DATHiS\ @sef dnanual (hereinafter referred to highe Manuag) cannot be reproduced,
changed, translated, oristributed, partially or wholly, by any means, without the prior written
permission of Hikvisim Unless otherwise stipulated, Hikvision does not make awgrranties,
guarantees or representationsxpress or implied, regarding to the Manual

About this Manual

This Manual is applicable tdulti-SensoNetworkPTZ Camera

The Manual includsinstructions for using and managing the produ€ictures, chartsimages and all
other informationhereinafter arefor description and explanatioanly. The information contained in

the Manual is subject to change, without notice, due to firmware updates or athesons. Please
find the latest version in the company websitgtps://www.hi-watch.ey.

Please use this user manual under the guidance of professionals.

Trademarls Acknowledgement
HIKVISION

HiWatch Series
jurisdictions. Other trademarks and logos mentioned below are the properties of their respective

and other Hkvisior@ trademarks and logos atlke propertiesof Hikvisionin various

owners
Legal Disclaimer

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAWJCHBPRCORIBED, WITH ITS

HARDWARE, SOFTWARE AND FIRMWARE, IS PR&S/IBBEBITH ALL FAULTS AND ERRORS, AND

HIKVISION MAKES NO WARRANTIES, EXPRESS OR IMPLIED, INCLUDING WITHQUT LIMITATION
MERCHANTABILIBATISFACTORY QUAIRRIMKNESS FOR A PARTICULRR®SEAND

NONINFRINGEMENT OF THIRD PARTNO EVENT WILL HIKVISION, ITS DIRECTORS, OFFICERS,
EMPLOYEES, OR AGENTS BE LIABLE TO YOWSPERIANONSEQUENTIAL, INCIDENTAL, OR

INDIRECT DAMAGESCLUDIN, AMONG OTHERBAMAGES FOR LOSS OF BUSIRBEH B,

BUSINESS INTERRUPTION, OR LO83A6R DOCUMENTATIONZONNECTION WITH TUHE

OF THIS PRODUEVEN IF HIKVISION HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
REGARDING TO THE PRODUTH INTERNET ACCESS, THE USE OF PRODUCT $HALLYBEH W

YOUR OWIRISK. HIKVISION SHALL NOT TAKE ANY RESPES$SHEIRTABNORMAL OPERATION,

PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER ATTACK, NERGKER ATTACK,
INSPECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISIONTMWIELYPROVIDE
TECHNICAL SUPPORT IF REQUIRED.

VURVEILLANCE LAWS VARY BY JURISDRIHASE CHECK ALL RELEVANT LAWS IN YOUR
JURISDICTION BEFORE USING THIS PRODUCT IN ORDER TO ENSURE THAT YOUR USE CONFORMS TH
APPLICABLE LAW. HIKVISION SHALL NOT BE LIABEFENTHHAT THIS PRODUCT IS USED WITH
ILLEGITIMATE PURPOSES.
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IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANHBAPRIOABLE LAW, THE LATER
PREVAILS

0504121080517
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Regulatory Information

FCC Information
Please takattention that changes or modification not expressly approved by the party
NEBaLRYyaArAofS F2NJI O2YLIX AlyOS O2dzZ R @2AR (KS dzaSNRa
FCC complianc&his equipment has been tested and found to comply with the limits for a Class
A digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference when the equipment is operated in a
commercial environment. This equipment generates, uses, and can radiatefregliency
energy and, if not installed and used in accordance with the instruction manual, may cause
harmful interference to radio communications. Operation of this equipment in a residential area
is likely to cause harmful interference in which caseuker will be required to correct the
interference at his own expense.
FCC Conditions
This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions:
1. This device may not cause harmful interference.
2. This devie must accept any interference received, including interference that may cause
undesired operation.
EU Conformity Statement
This product andif applicable- the supplied accessories too are marked with
c E "CE" and comply therefore with the applicable hamized European standards
listed under the Low Voltage Directi281535EY the EMC Directive 201430/EU,
the RoHS Directive 201165EU.

201219 EU(WEEE directive): Products marked with this symbol cannot be
disposed of as unsorted municipal waste ie tauropean Union. For proper
recycling, return this product to your local supplier upon the purchase of
equivalent new equipment, or dispose of it at designated collection points. For
more information seewww.recyclethis.info

200666/EC (battery directive): This product contains a battery that cannot be
disposed of as unsorted municipal waste in the European Union. See the product
documentation for specific battery information. The battery is marked with this
symbol, which may include lettering to indicate cadmium (Cd), lead (Pb), or

mercury (Hg). For proper recycling, return the battery to your supplier or to a designated

collection point. For more information see: www.recyclethis.info.

Industry Canada ICH®3 Compliance

This device meets the CAN I€E3)/NMB3(A) standards requirements.

Waring:

This is a class A product. In a domestic environment this product may cause radfergmnee in

which case the user may be required to take adequate measures.
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Sdety Instruction

These instructions are intended to ensure that the user can use the product correaioio
danger or property loss.

¢CKS LINBOIdziA2y YSIadiNBE A& RAGARSR Ayd2 W2 NyiAy3a
Warnings Serious injury or death may be caused ¥ ahthese warnings are neglected.

Cautions Injury or equipment damage may be caused if any of these cautions are neglected.

A\ JAN

WarningsFollow these safeguards to preve| CautionsFollow these precautions to prever
serious injury or death. potential injury or material damage.

A Warnings:

Adopt the power adapter which can meet the safety extra low voltage (SEhM)ard The
power consumption cannot be less than the required value.

Do not connect several devices to one power adapter as an adapteroaderhay cause
overheating and can be a fire hazard.

When the product is installed on a wall or ceiling, tleice should be firmly fixed.

To reduce the risk of fire or electrical shock, do not expibgeindoor product to rain or
moisture.

This installabn should be made by a qualified service person and should conformtteeall
local codes.

Install blackouts equipment into the power supply circuit for convengaiply interruption.

If the product does not work properly, contact your dealer or the mstuiservice center.
Never attempt to disassemble tharoductyourself. (We shall not assume any responsibility

for problems caused by unauthorized repaimeaintenance.)

A Cautions:

If the camera fails to synchronize local time with that of the networky peed to set up
camera time manually. Visit the camera (via web browser or client software) and enter
system settings interface for time settings.

Make sure the power supply voltage is correct before usingptioeuct

Do not drop theproduct or subject i to physical shockDo notinstall the product on
vibratory surface or places.

Do not expose it tdhighelectromagnetiaadiating environment
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Do not aim the lens at the strong light such as sun or incandescent lamp. The strong light can
cause fatal damagto the product

The sensor may be burned out by a laser beam, so when any laser equipment is being used,
make sure that the surface of the sensor not be exposed to the laser beam.

For working temperature, refer to the specification manual for details.

Toavoid heat accumulation, good ventilation is required for a proper operating environment.
While shipping, th@roductshould be packed in its original packing

Use the provided glove when open up tipeoduct cover Do not touchthe product cover

with fingersdirectly, because the acidic sweat of the fingers may erode the surface coating of
the productcover.

Use a soft and dry cloth when clean inside and outside surfaces girtitkeict cover Do not

use alkaline detergents.

Improper use or replacement ohé battery may result in hazard of explosiddse the
manufacturer recommended battery type.

- © Hikvision
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Chapter 10verview

1.1 System Requirement

System requirement of web browser accessing is as follows:

Operating SystemMicrosoft Windows XP SP1 and above version/Vista/Win7/'Server 2@0@er
2008 32bis

CPUIintel Pentium IV 3.0 GHz or higher

RAM:1G or higher

Display:1024x 768 resolution or higher

Web Browserinternet Explorer 8 to 11, Google Chrome 31 to 44, and Mozilla FBefex 51

1.2 Functions

-
[Noe]

The functions vary depending dlifferent camera models.

PTZ Limits
Thecameracan be programmed to move within tHeTZ limitgleft/right, up/down).

Presets
A preset is a predefined image positidthenthe preset is called, theamera will automatically
move to the defined positionThe presets can be added, modified, deleted and called.

Label Display
The onscreen label of the preset title, azimuth/elevation, zodime and cameranamecan be
displayed on the monitoiThe displaysf time andcameraname can be pgrammed.

Privacy Mask
This function allows you to block or mask certain area of a sdengrevening the personal
privacy from recording or live viewing. masked area will move with pan and tilt functions and
automatially adjust in size as the lens zooms telephoto and wide.

3D Positioning
In the client software, se the left key of mouse to click on the desired position in the video
image and drag a rectangle area in the lower right direction, thencdmeerasystem wii move
the position to the center and allow the rectangle area to zoom in. Use the left key of mouse to
drag a rectangle area in the upper left direction to move the position to the center and tiléow
rectangle area to zoom out.

Proportional Pan/Tilt
Proportional pan/tilt automatically reduces or increases the pan and tilt speedsrdingto the
amount of zoom. At telephoto zoom settings, the pan and tilt speeds will be skivaprat wide
zoom settings. This keeps the image from moving too fast otithesiew imageavhen there is a
large amount of zoom.

Auto Focus

- © Hikvision
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The auto focus enables the camera to focus automatitaligaintain clear video images.
. Day/Night Auto Switch
The camera deliver color images during the day. And as light diminishes at, rtighn camera
switchto night mode and deliver black and white images with high quality.
. Backlight Compensation (BLC)
If you focus on an object against strong backlight, the object will be too dark to be seen clearly.
The BLC (Backlight Compensation) fiomccan compensate light to the object in the front to
make it clear, but this causes the oveqposure of thebackgroundvhere the light is strong.

Wide Dynamic Range (WDR)
The wide dynamic range (WDR) function helps the camera provide clear imagasnelesrback
light circumstances. When there are both very bright and very dark areas simultaneously in the
field of view, WDR balances the brightness level of the whole image and provide clear images
with details.

White Balance (WB)
White balance can removéhe unrealistic color castsWhite balance is the white rendition
function of the camera to adjust thecolor temperature according to the environment
automatically.

PowerOff Memory
Thecamerasupports the poweoff memorycapability with the predefinedesumetime. It allows
the camerato resume its previous position after power is restored.

Park Action
This feature allows theeamerato start a predefined action automatically after a period of
inactivity.
., Usa Management
Thecameraallowsyouto edit userswith different levels of permissiqgrin the admin login status
Multiple users are allowed to access and control the same netwankeravia network
simultaneously.

3D Digital Noise Reduction
Comparing with the general 2D digital noise reduction, thed8ital noise reduction function
processes the noise between two frames besides processing the noise in one frame. The noise
will be much less and the video will be clearer.

- © Hikvision
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Chapter 2Network Connection

Inore}
You shall acknowledge that the use of the product with Inééraccess might be under
network security risks. For avoidance of any network attacks and information leakage,
strengthen your own protection. If the product does not work properly, contact with your
dealer or the nearest service center.
To ensure the netark security of the network camera, we recommend you to have the
network camera assessed and maintintermly. You can contact us if you need such
service.

Before you start:

If you want to set thenetwork cameravia a LAN(Local Area Networkyefer to Section 2.1

Setting theNetwork Cameraover the LAN

If you want to set the networkameraviaa WAN(Wide Area Network)refer to Section2.2

Settingthe Network Cameraover the WAN

B

2.1 Setting theNetwork Cameraover the LAN

Purpose:

To view and configure theameraviaa LAN, you need to connect ttimmerain the same subnet
with your computer, andinstdl the SADP oclient software to search and change the IPtioé
network camera

5‘{.
[Nore)
For the detailed introduction dBADP, refer to Appendix

2.1.1 Wiring over the LAN

The following figures show the two ways of cable connectiora afetwork cameraand a
compute:
Purpose
To test the networlkcamera you can directly connect the netwodamerato the computer
with a network cable as shown kigure 21.
Refer to theFigure 22 to set the networkcameraover the LANvia a switch or a router

\Uj —_—ee— N e tWOr k- C b e ‘r./
\’

Network PTZ Camera
Computer

Figure 21 Connecting Directly
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Network PTZ Camera Computer

Figure 22 Connecting via a Switch aiRouter

2.1.2 Activatingthe Camera

Pupose:
You are required to activate ttmamerafirst before you can use theanera.
Activation viaveb browser,activation via SADP, aradtivation viaclientsoftwareare supported

E Activation via Web Browser

Seps:

1. Power on thecamera and connect theamerato the network.

2. Input the IP address into the address bar of the webwser, and enter the activation
interface.

=

The default IP address of tteamerais 192.168.1.64.

UserMame admin

Password

Confirm

Figure 23 Activation InterfacgWeb)

3. (Qeate a password and input the password into the password field.

A

For your privacy and to better protect your system against ggaigks, we strongly
recommend thaseof strong passwords for all functions and network devices. The
password should be something of your own choosing (using a minimum of 8 characters,
including upper case letters, lower case letters, numbers and bpbaracters) in order

to increase the security of your product.

B
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Proper configuration of all passwords and other security settings is the responsibility of
the installer and/or endiser.

4. Confirm the password.

5. ClickOKto activate thecameraandenter the Ive view interface.

E Activation via SADP Software

B

SADP software is used for detecting the online device, activatinglé¢hize and resetting the
password.

Get the SADP software from the supplied disk or the official website, and install the SADP
accordirg to the promptsFollow the stepso activate thecamera

Seps:

1. Run the SADSvftwareto search the online devices.

2. Check the device status from the device list, and sele@tactive device.

@ sapp @ o x

f | Activate the Device
S R— = -

O | Devie Type | Security | Pud Address | Port | Software Version | IPvd Gateway | HTTP Port | Device Serial No.

Active 1016620 8000 10166254 80
002 Active 1016621 8000 10166254 80 ﬂ
003 Active 10166213 8000 10166254  N/A

§

5

i

10.16.6.179 8000 10.166.254 N/A

The device is not activated

10.16.6.127 8000 10.166.254 N/A

10.16.6.250 8000 10.16.6.254 80

v 007 Inactive 192.168.1.64

v “Selettinactive device: ™ -

Input and confirm| e e
pass’vord. Confirm Passwort & |eeesenes

Figure 24 SADP Interface

[NoTe]
The SADP software supports activating tanera in batchRefer to the user manual of
SADP software for details.

3. Create a password and input the password in the password field, and confirm the password

A\

For your privacy and to better protect your system against security risks, we strongly
recommend thauseof strong passwords for all functions and network devices. The
password should be something of your own choosing (using a minimum of 8 characters,
including upper case letters, lower case letters, numbers and special characters) in order
to increase the security of your product.

Proper configuration of all passwords and other security settings is the responsibility of
the installer and/or endiser.

4. ClickActivate to start activation You can check whether the activation is completed on the
popup window.If adivation failed, make sure that the password meets the requirement and

5
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then try again.
5. Change the device IP address to the same subnet with your computer by either modifying
the IP address manually or checkiEgable DHCP

I Modify Network Parameters

[[J Enable DHCP
Enable Hik-Connect

Device Serial No.: ‘xx—xxxxxxxx—xummoooooml

IP Address:

192.168.1.64|

Port: | 8000

Subnet Mask: |355355.255.0

Gateway:

IPv6 Address: |

IPv6 Gateway: |

192.168.1.1 |

IPv6 Prefix Length: ‘0

HTTP Port: |80

Security Verification

Admin Password:

Forgot Password

Figure 25 Modify the IP Adress

6. Input the passworénd clickModify to activate your IP address modification.
The batch IP address modification is supported by the SADP. Refer to the user manual of
SADP for details.

E Activation via Client Software

The client software is versatiledégo management software for multiple kinds of devices.
Get the client software from the supplied disk or the official website, and install the software
according to the prompts. Follow the steps to activate the camera

Steps:

1. Run the client software andé control panel of the software pops up, as showrkrigure
2-6.
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.

iVMS-4200 admin &

File n View Toaol Help

—
B=  Control Panel

Operation and Control

posoodd  Hemo E-map
e ﬁ ifying, deleting, and basic
playbacl = op f E-map.

Maintenance and Management

= Reco
k L ding schedule and

ion

isers and assigning d backup local and ral parameters.

Figure 26 iVMS4200Control Panel

2. ClickDevice Managemento enter the Device Management interface, as showrkrigure
2-7.

Hie view Tool Help % ivms-a200 admin @
B8  Control Panel ¢3,  Device Management
Organization Device for Management (0}
_ Add Device Modify Delete Remote C CA Allaca Activate Refresh All Filter
Add New Device Type Nickname = |IP Device Serial No. Security Net Status HDD Statu
Online Device (3) Refresh Every 15s
Add to Client Add All Modify Netinfo Reset Password Activate Filter

P Device Type Firmware Version | Security Server Port | Starttime Ac
192.168.1.64 XXX Vixx.xbuild xooooc Inactive 8000 2015-03-20 16:13:47 N

Encoding device 10.16.1.222 HX-XXXNHXK-XX Va.xxbuild oo Active 8000 2015-03-20 10:27:51 Ne ™

DVR/DVSINVRAPC/PDIIVME-4200

PCNVR/VIMS-4200 EncodeCard 192.0.0.64 XX-XXAHHA-XXX Vax.xbuild xeoox Active 8000 2015-03-20 07:53:43 Ne .

server .

@) & B ¥ volion Detecion Alam

Figure 27 Device Manageent Interface

3. Check the device status from the device list, and select an inactive device.
4. ClickActivateto pop up the Activation interface.
5. Create a password and input the password in the password field, and confirm the password.
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A

For your privacy andd better protect your system against security risks, we strongly
recommend thaseof strong passwords for all functions and network devices. The
password should be something of your own choosing (using a minimum of 8 characters,
including upper case lettg, lower case letters, numbers and special characters) in order
to increase the security of your product.

Proper configuration of all passwords and other security settings is the responsibility of
the installer and/or endiser.

User Name: admin
Passward: sssssnss
Strong
Valid password range [8-16]. You can
use a combination of numbers,
[s] ase, uppercase and special
character for your password with at least
two kinds of them contained.
Confirm New Password: nnnn|
Ok Cancel

Figure 28 Activation Interface

6. Clikk OKto start activation.
7. ClickModify Netinfo to pop up the Network Parameter Modification interface, as shown in
Figure 29.

Modify Network Parameter x

MAC Address: K20 0-XK Copy

Software Version: Vo x xbuild s Copy

Device Serial Mo.: K- OO OO0 Copy
DHCP

Port: 2000

+ IPv4(Enable)

IP address 192.168.1.64

Subnet Mask: 255265 2650

Gateway: 192.168.1.1
IPv{Disable)

Password:

oK Cancel

Figure 29 Modifying the Network Parameters

8. Change the device IP address to the same subnet with your computeither modifying
the IP address manually or checkiBgable DHCP
9. Input the password to activate your IP address modification.
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2.2 Settingthe Network Cameraover the WAN

Purpose:
This section explains how to connect the netwad&merato the WANwith a gatic IP or a
dynamic IP.

2.2.1 Static IP Connection

Before you start:
Apply a static IP from arSP (Internet Service ProvideWlith the static IP address, you can
connect the networlcameravia a router or connect it to the WAN directly.

Connecting the netwok cameravia a router

Steps

1. Connect the networlcamerato the router.

2. Assign a LAN IP address, the subnet mask and the gateway. Reéatitn2.1.2for detailed
IP address configuration of tleamera

3. Save the static IP the router.

4. Setport mapping E.g, 80, 8000and 554 portsThe steps for port mapping vary depending
on different routers.Call the router manufacturer for assistance with port mapping.

5. Visit the networkcamerathrough a web browser dhe client softwareoverthe internet.

Network Network Network
0 =
Network Router with Static IP
PTZ Camera .
PC\

Figure 210 Accessinghe Camerahrough Routemwith Static IP

Connecting the networlcamerawith static IP directly

Youcan alscsave the static lih the cameraanddirectly connecit to the internet without using
arouter. Refer toSection2.1.2for detailed IP address configuration of tbemera

Network Network
Cable Cable .
— —
M ‘
Network
PTZ Camera ]
PC\}

Figure 211 Accessinghe Camerawith Static IFDirectly
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2.2.2 Dynamic IP Connection

Before you start:
Apply a dynamic IP from anRSNith the dynamic IP address, you can connect the network
camerato a modem or a router.

Connecting the networlcameravia a router

Steps

1. Connect the networlkcamerato the router.

2. In thecamera assign a LAN IP address, the subnet mask and the gateefay.toSection
2.1.2for detailed LAN configuration.

3. Inthe router, set the PPPOE user name, password and confirm the password.

A

For your privacy and to better protect your system against security risks, we strongly

recommad theuseof strong passwords for all functions and network devices. The

password should be something of your own choosing (using a minimum of 8 characters,

including upper case letters, lower case letters, numbers and special characters) in order

to increase the security of your product.

Proper configuration of all passwords and other security settings is the responsibility of

the installer and/or endiser.

4. Setport mapping.E.g. 80, 800and 554 portsThe steps for port mapping vary depending on
different routers.Call the router manufacturer for assistance with port mapping.

5. Apply a domain nhame from a domain hame provider.

6. Configure the DDNS settings in the setting interface of the router.

7. Visit thecameravia the applied domain name.

Connecting the natork cameravia a modem

Purpose:

Thiscamerasupports the PPPoE auto digb function. Thecameragets a public IP address by
ADSL dialp after the camerais connected to a modem. You need to configure the PPPoE
parameters of the networkcamera Refer to Section6.1.1 Configuring PPPoE Seitjs for
detailed configuration.

=
(nore]

The obtained IP address is dynamically assigned via PPPoE, so the IP address always changes after
rebootingthe camera To solve the inconvenience tifie dynamic IP, yomeed toget a domain

name from the DDNS provid€E.g. DynDns.comFollow the stepsbelow for normal domain

name resolution and private domain name resolution to solve the problem.

E Normal Domain NamBesolution

Steps:
1. Apply a domain name from a domain name provider.
2. Configure the DDNS settings in tB®NS Settingsiterface of the networkcamera Refer to
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Section6.1.1Configuring DDNS Settindsr detailed configuration.
3. Visit thecameravia the applied domain name.
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Chapter 3Accessigto the Network

Camera

3.1 Accessing byeb Browses

Steps:

1. Open the web browser.

2. In the addressield, input the IP address of the netwoclamera e.g.,, 192168.1.64 and enter
the login interface

3. Activate thecamerafor the first time using, refer to theection2.1.2 Activating the Camera

4. Select English as the interface laage on the togright of login interface.

5. Input the user name and passweband click Logn

The admin user should configure the device accounts and user/operator permissions properly.
Delete the unnecessary accounts and user/operator permissions.

[NoTE

The devicdP address gets locked if the admin user perfernfailed password attempts (5
attempts for the user/operator).

7 } \
‘ & .
| J »5%1 I | ? ‘!i lj" ! | {
1 "I PRI A ] TP il “,,,“"h..‘“l i LAl 1Y h‘ l|‘1 Ak B R s s A Y
Figure 31 Login Interface

6. Install the plugin before viewing the live video andperating the camera Follow the
installation prompts to instathe plug-in.

[

You may have to close the web browser to install the {itudgReopen the web browser and
log in again after installing the phig.
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click here to download and install the plug-in. Close the browser when installing the p

W - @ 8- PEE @

Figure 32 Download and InstaPlug-in

3.2 Accessing blient Software

The product CD contains thelient software. You can view the live video and manage the
camerawith the client software

Follow the installatiorprompts to install the client software and WinPcafhe configuration
interfaceand live view interfacef client softwareare shownn Figure 33.

File System View Tool Help A vMs-4200 admin @ g5 171201 @ - B x

- _ i = i
mm Contral Panel (e Main View & Device Management

Operation and Control

deleting, and basic

Maintenance and Management

groups: ad ers and linkage actions of the e parameters.
configuration of th

Device Management ﬂ Event Management =M Record Schedule
The mana nent s and 3 | Configuration of alarm, abnormal t L ecording schedule and

nt Management

. leting users and assigning
@ the permissions.

System Configuration
view and backup Configure general parameters
e

Figure 33 iVMS4200Control Panel
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View Tool Help =) iVMS-4200 admn @ S 171449 @ - B x

BE Control Panel Fl wmain view i2.  Device Management

Search...

~ [ Default view

L) 1-screen

|5 9-Screen
& 16-Screen

- BB custom view

B zoom cam

B New View
Camera ~
Search P
= =J zoom camera

PTZ Control

Figure 34iVMS4200Live View Interface

1
Nore]
. If you use third party VMS software, contact technical suppdrour branch for camera
firmware.
Fordetailedinformation about client softwar@f our companyrefer to the user manuaof
the software.This manual mainly introduces accessing to the netwarkeraby web browser.
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Chapter 4Basic Operations

In this and the following chaptersperationof the cameraby the web browserwill be taken as
an example.

4.1 Configuring Local Parameters

vore]
The local configuration refers to the parameters of the live view and other operatiing the
web browser.
Steps:
1. EnterLocal Configuration interface
Configuration > Local

Live View Parameters

Protacol @ TCP uoP MULTICAST HTTP
Play Performance Shortest Delay @ Balanced Fluent

Rules Enable @ Disable

Auto Start Live View Yes @ No

Image Format @ JPEG BMP

Record File Settings

Record File Size 256M @ 512M 1G
Save record files to Browse Open
Save downloaded files to Browse Open

Picture and Clip Settings

Save snapshots in live view to Browse Open
Save snapshots when playback to Browse Open
Save clips to Browse Open

Figure 41 Local Configuration Interface

2. Configure the following settings:
Live View Parmeters. Set the protocol typeplay performance rules and image format.

E Protocol TypeTCP, UDP, MULTICAST and HTTP are selectable.
TCP:Ensures complete delivgrof streaming data and better video qualityet the
reaktime transmission will be affected
UDP:Provides re&time audio and video streams.
MULTCASTItQrecommendedo selectthe protocol typeto MULTICASWhen using
the Multicast function.
HTTPAllowsthe same quality asf TCP withousettingspecific ports for streaming
under some netwtk environmens.

E Play PerformanceSet thelive viewperformanceto Shortest Delay, Balanced, or Fluent

E Rules:You can enable or disable the rules of dynamic analysis for motion here.
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E Auto Start Live ViewSet it as Yes or NO. If Yes is selected, kve will start
automatically when you go to live view interface.

E Image FormatThe captured pictures can be saved as different format. JPEG and BMP are
available.

Record File SettingsSet the saving patbf the video files

E Record File SizeSelect the paked size of manuallsecordedand downloaded video files
The size can be s&i 256M, 512M or 1G.

E Save record files toSet the saving path for the manually recorded video files.

E Save downloaded files toSet the saving path for the downloaded video fiies

-
interface

Picture and Clip SettingsSet the saving paths of the captured pictures atigped video
files.
E Save snapshots in live view t&et the saving patbf the manually captured pictures in

m interface

E Save snapshots when playback t&et tre saving pathof the captured pictures in

Playback .
- interface
Playback

E Save clips toSet the saving patbf the clipped video files i- interface

o

nore

You can clicBrowseto change the directory for savingdeo files, clipsnd pictures.
You can cliclopento directlyopen the video files, clips and pictures.

3. Click to save the settings.

4.2 Live View Page

Purpose:
The live video page allows you to view live video, capture images, realize PTZ control, set/call
presesand configure video parameters.

. . . i Live View
Login the networkcameato enter the live view page, or you can C|I- on the menu

bar ofthe main page to enter the live view page.

5
[NoTe

The functions vary depeding on different camera models. Re&fethe actual interface as
standard.
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Descriptiors of the live view page:

Menu Bar

P DOME
—PTZ Contral

amall @ty
el @ty

Camera Channel Show or Hide PTZ

Control Panel

Live View Window

Live View Parameters —|@ - 1 - # -

Tool Bar Preset

Figure 42 Live View Page

Menu Bar:

Click each tab torger Live View, PlaybacRjcture,and Configuration page respectively.
Click "= to display the help file of theetwork camera

Click = to logout the system.

Live View Window:

Display the live video.

Camera Chamel:

Camera 01: Tracking PTZ Camera

Camera @: Panoramic Camera

Camera @: Panoramic Camer@ot supported by alkamera models)

Camera @: Panoramic Camer@ot supported by alkamera models)

Toolbar:

Operationson the live view pagee.g, live view, apture, record audio on/off, regional exposure,
regional focusetc.

PTZ Control:

Panning, tilting, focusing and zooming actions ofrikevork. The lighter, wiper, onetouch focus
andlens initializatiorcontrol.

Preset

Set and call the preset for tteamera

Live ViewParameters:

Configure thadmage sizestream type plugin type, and tweway audioof the live video.

4.3 Starting Live View

In the live view window as shown kxigure 43, click > on the toolbar to start theive view of

the network.
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Figure 43 Start Live View

Table 41 Descriptiors of the Toolbar

Icon Description Icon Description
Live view with the mia/sub
Display inl*1/2*2/PIP stream (Substream is not
I (Picture in Picturg / supported by all camera
models.)
/ Start stop two-way audio. / Start/stop all ive view.
) Manualy start/stop all
Manually capture the pictures / )
recording.
L Enabledisableregional
/ Start/'stop digital zoom. /
exposure
/ Mute/audio on and adjust . )
/ Enableflisableregionalfocus
volume
Display in full screen mode.

Doubleclick on the live video to switdhe current liveviewinto full-screen or return to
normal modefrom the full-screen.

Click to selectthe stream typeand displg live video with the main
streantsub-stream.The main stream is with a relatively high resolution and needs much
bandwidth. The default setting of stream type is . Substream is not supported by all camera
models.

Click and it displays . Click to enable twoeway audio and the icon turns
into . Click the icon again to stop tweay audio.

Click to enable digital zoom function and the icon turns into . Thendrag the mouse
towards low right directiorio draw a rectangle on the image as the desiredm. After
viewing it you can click any place of the picture to get back to normal picture.
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